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Getir Germany GmbH and its group companies ("Getir", "we" or "us") respect your right to privacy. This

Privacy Policy explains who we are, how we collect, share and use personal information about you and

how you can exercise your privacy rights. This Privacy Policy only applies to personal information that we

collect through your use of the Getir mobile app ("App").

For information on the collection of personal data via our website, please see our Website Privacy Notice.

If you have any questions or concerns about our use of your personal data, then please contact us using

the contact details provided at the bottom of this Privacy Policy.

Quick links

We recommend that you read this Privacy Policy in full to ensure you are fully informed. However, if you

only want to access a particular section of this Privacy Policy, then you can click on the relevant link

below to jump to that section.
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3. What personal data does Getir collect and why?

4. Does Getir collect personal information of children?

5. Why does Getir collect this data?

6. With whom does Getir share my personal information?

7. Legal basis for processing personal information

8. How does Getir keep my personal data secure?

9. International data transfers

10. Data retention

11. Automated decision processing
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13. Updates to this Privacy Policy

14. How to contact us

15. Who is the controller of the data processing of your personal data?

What does Getir do?

Getir is an on-demand delivery service that o�ers customers the opportunity to purchase products and

have them delivered directly to their door.

For more information about Getir, please visit our website at www.getir.com/de and refer to Getir Terms

and Conditions of Service.

Information about the collection of personal data

Personal data is all data that can be related to you personally, e.g., name, address, e-mail addresses,

user behavior.

If we use contracted service providers for individual functions of our o�er or would like to use your data

for advertising purposes, we will inform you in detail about the respective processes below. In doing so,

we will also state the de�ned criteria for the storage period.

What personal data does Getir collect and why?

The personal data that we collect about you falls into the following categories:

1. Data that are collected while downloading the App

When you download our App, the required data is transferred to the App Store or Google Play Store, i.e.

in particular user name, email address and customer number of your account, time of download,

payment information and the individual device identi�cation number. We have no in�uence on this data

collection and are not responsible for it. We only process the data insofar as it is necessary for

downloading our App to your mobile device.

2. Data that you provide voluntarily
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Registration

When you download and use our App, we will collect personal data to register you and create an

account. This includes:

Identity and contact details: your name, surname, delivery address, phone number and email address.

We will also ask you to create a password for your account and we will store this password information

with encryption.

The processing of your personal data is based on your consent as well as our obligations to ful�ll the

contract concluded with you.

Using the app

Within the scope of the App, you can enter, manage and edit your pro�le information. This information

includes, in particular, your name, surname, email address, delivery address, payment information,

billing information and password.

The app also requires the following authorizations:

Internet access: This is required in order for you to access and use our App.

User authentication: This is required to verify your identity as the account holder.

Usage data is processed and used to provide the service. This data processing is justi�ed by the fact that

the processing is necessary for the performance of the contract between you as the data subject and us

in accordance with Art. 6 (1) (b) DSGVO for the use of the App.

Processing of Orders

When you start to use our App we require certain information to process your order and deliver the

products to you. Your personal data we process includes:

Identity and contact details: your customer ID, and account details used to register as per the above;

Financial details: your payment information and payment methods;

Customer transaction details: your shopping history, order information, and invoice information as well

as any inquiries, or complaints submitted to us, including call recordings if you call us and live support

records from our customer services team;

Rating, Comment and Review Details: the ranking or rate you have scored your experience of using the

App and Getir services, as well as any comments and reviews you have submitted to us and customer

satisfaction survey responses.

The processing of your personal data is performed for the ful�llment of the contract concluded with you.

Contact by e-mail or via the contact form

When you contact us by e-mail or via a contact form, your e-mail address and, if provided by you, your

name and telephone number will be stored by us in order to answer your questions. We delete the data

collected in this context after the storage is no longer necessary, or - in the case of legal retention

obligations - restrict the processing.

In some instances, such as allergic reactions to products delivered by Getir, some of the personal

information that you provide may include sensitive personal data (e.g., such as allergy information or

other health-related information). Such sensitive personal data will only be processed based on your

freely given consent.

Marketing Communications

You may subscribe to a free newsletter. When registering for the newsletter, the data from the input

mask will be transmitted to us

This data includes your e-mail address and, if provided by you, your name and telephone number.

If you purchase goods or services via our App and provide your e-mail address, it may subsequently be

used by us to send you marketing messages. In such a case, only direct advertising for our own similar

goods and services will be sent via the newsletter.

If you register for the newsletter, the data processing will be based on your consent. If we send you

newsletters as a result of the sale of goods and services, the processing is based on § 7 (3) UWG.

3. You have the right to opt-out of marketing communications we send you at any time. You can

exercise this right by (i) clicking on the “unsubscribe” or “opt-out” link in the marketing e-mails we send

you, or (ii) unticking the communication channels you wish to opt-out under the Pro�le - Communication

Preferences section in our App.

4. Data that we collect automatically



When you use our App, we will automatically collect information from your device.

Speci�cally, this includes:

Device details, such as your IP address, device type, unique device identi�cation numbers, browser-type,

device location, advertisement ID and other technical information including user transaction records,

application usage information and commercial electronic communication consent logs;

Some of this information may be collected using cookies and similar tracking technology, as explained

further under our Mobile App Cookie Policy and the heading “Cookies and similar tracking technology”

below.

The processing of your personal data is based on your consent as well as our obligations to ful�ll the

contract concluded with you.

We may also process personal data relating to your order history, product purchases and app usage for

segmentation purposes. We do this using cookies and SDKs via client IDs for digital marketing activities

(such as product-based push noti�cations).

5. Data that we collect by mapping interfaces

We use Google Maps to display interactive maps. Google Maps is a map service provided by Google Inc,

1600 Amphitheatre Parkway, Mountain View, California 94043, USA. By using Google Maps, data about

the use of our App, including your IP address and the (start) address entered as part of the route

planner function, may be transmitted to Google in the USA. We have no in�uence on the scope of the

data collected by Google in this way. According to our knowledge, this is at least the following data:

Date and time of the visit to the app,

Internet address or URL of the app called up,

IP address, (start) address entered as part of route planning.

Please refer to Google Maps Privacy Policy for further information on how Google processes your

personal data within the embedded mapping interfaces.

Your personal data is processed only on the basis of your consent, which you give when downloading

the App. You can control the process of your personal data via your device settings.

6. Information that we obtain from third party sources

From time to time, we may receive personal information about you from third-party sources (including

social media companies, like Facebook), but only where you have chosen to connect your Getir account

with your social media account or have used social media information to register with Getir. We only

collect information from these third parties where we have checked that these third parties either have

your consent or are otherwise legally permitted or required to disclose your personal information to us.

The types of information we collect from third parties include your name, age, gender, pro�le picture

and pro�le information and we use the information we receive from these third parties to create an

account with Getir using your social media login credentials.

7. Cookies and similar tracking technology

We use cookies and similar tracking technology, including SDKs (collectively, “Cookies”) to collect and

use personal information about you, including to serve interest-based advertising. For further

information about the types of Cookies we use, why, and how you can control Cookies, please see our

Mobile App Cookie Policy.

The use of cookies, insofar as they are essential, is based on our legitimate interest. For the remaining

cookies, the processing is based on your consent.

In general, we will use the personal data we collect from you only for the purposes described in this

Privacy Policy. However, we may also use your personal data for other purposes that are not

incompatible with the purposes we have disclosed to you (such as archiving purposes in the public

interest, scienti�c or historical research purposes, or statistical purposes) if and where this is permitted

by applicable data protection laws.

Does Getir collect personal information of children?

As indicated in our Terms and Conditions of Service, you must be aged 18 years or older to download

and use the App. We do not sell products for purchase by children. We may sell children’s products for

purchase by adults.

Why does Getir collect this data?



Getir processes the personal data stated above for the following purposes:

1. To register you as part of the sign-up process to the App

2. To communicate with you and manage our relationship with you

3. To conduct the process of receiving orders, and payments and delivering orders

4. To o�er you the most suitable product options for your preferences, likes, interests and usage

habits

5. Where you have consented to receive marketing communications, to inform you about the most

suitable products and opportunities; to introduce the products and services o�ered by Getir; to

conduct marketing activities

6. To deliver online advertising to you via our app

7. To conduct communication between Getir couriers and you

8. To perform analysis for improving our products and services

9. To conduct activities around customer satisfaction

10. To receive feedback and handle any requests or complaints from you

11. To conduct quality assurance activities concerning the Getir customer services

12. To conduct Getir activities in accordance with the applicable legislation

13. To match your device ID to your account registration

14. To improve how our App functions and the content

15. To carry out age veri�cation checks when you order restricted products

16. To prevent and detect security concerns, fraud and abuse of promos/discounts

17. Review and audit of Getir business activities

18. To conduct �nancial and accounting a�airs related to your payments

With whom does Getir share my personal data?

We may disclose your personal data to the following categories of recipients:

to our group companies, for intra-group shared services (e.g., fraud prevention, marketing, legal, IT,

tech, product, tax or customer services activities on a group level), and administrative purposes. The

disclosure of the data is primarily based on our legitimate business and economic interests or

otherwise, if applicable, based on our contractual obligations or the consent of the data subjects. We

have entered into Internal Data Transfer Agreement to transfer personal data within our group of

companies in a compliant and secure way;

to our third-party service providers and partners who provide data processing services to us (for

example, to process payments and facilitate online servers for Getir App), or who otherwise process

personal information for purposes that are described in this Privacy Policy or noti�ed to you when we

collect your personal information. Categories of our service providers include but not limited to: (i)

payment service providers such as Adyen; (ii) online server providers such as Amazon AWS; (iii) mapping

interface provider, Google Maps; (iv) customer service software providers such as Kustomer and (v) fraud

prevention service providers such as Telesign. In each case, we have concluded appropriate data

processor agreements in line with the applicable data protection laws.

to any competent law enforcement body, regulatory, government agency, court or other third parties

when disclosure is necessary (i) as a matter of applicable law or regulation, (ii) to exercise, establish or

defend our legal rights, or (iii) to protect your vital interests or those of any other person;

to our franchisees;

to an actual or potential buyer (and its agents and advisers) in connection with any actual or proposed

purchase, merger or acquisition of any part of our business, provided that we inform the buyer it must

use your personal information only for the purposes disclosed in this Privacy Policy;

to any other third party with your consent to the disclosure.

Legal basis for processing personal information

Our legal basis for collecting and using the personal information described above will depend on the

personal information concerned and the speci�c context in which we collect it.

However, we will collect and process your personal information

pursuant to Art. 6 (1) (a) GDPR where we have your consent to do so for a speci�c purpose that we

communicate to you and when required by applicable data protection laws, such as processing of



purchase history for the purposes of delivering speci�c services, contents or advertising, depending on

your purchase history;

pursuant to Art. 6 (1) (b) GDPR where we need the personal information to perform a contract with you,

such as information strictly necessary for the purposes of entering into or performing a contract with

you and providing deliveries;

In some cases, we may also have a legal obligation to process and store personal information for

consumer protection, invoicing, tax and accounting purposes, or may otherwise need some personal

information to protect your vital interests or those of another person. In these cases, we process your

personal data pursuant to Art. 6 (1) (c) GDPR.

pursuant to Art. 6 (1) (f) GDPR where the processing is in our legitimate interests and not overridden by

your rights and we do not rely on another legal basis described above, such as improving or

personalizing your online experience and our communications with you;

If we ask you to provide personal data to comply with a legal requirement or to perform a contract with

you, we will make this clear at the relevant time and advise you whether the provision of your personal

data is mandatory or not (as well as of the possible consequences if you do not provide your personal

data).

If we collect and use your personal data in reliance on our legitimate interests, this interest will be to

operate our App and communicate with you as necessary to provide our services to you and for our

legitimate commercial interest, for instance, when responding to your queries, or improving our App. In

addition to the legitimate interests described in this Privacy Policy, we may have other legitimate

interests and if appropriate we will make clear to you at the relevant time what those legitimate interests

are.

If you have questions about or need further information concerning the legal basis on which we collect

and use your personal data, please contact us using the contact details provided under the “How to

contact us” heading below.

How does Getir keep my personal data secure?

We use appropriate technical and organizational measures to protect the personal data that we collect

and process about you. The measures we use are designed to provide a level of security appropriate to

the risk of processing your personal data. Speci�c measures we or our third-party service providers use

include anti-virus software and �rewalls, access controls, encryption and detection and prevention

software to detect and prevent cyber-attacks.

International data transfers

The service providers and business partners are carefully selected by us with particular regard to the

suitability of the technical and organizational measures taken by them and checked for their

compliance. We process the data in the European Economic Area (“EEA”) as a matter of principle.

However, it is possible that your data may be transferred to controllers or processors in a country

outside the European Union or the EEA (so-called "third country"). These countries may not have the

same level of data protection as the EEA. However, we are obliged to ensure that the personal data

processed by us, our group companies and our partners outside the EEA are protected in the same way

as if they were processed within the EEA. Therefore, if your data is processed outside the EEA, there are

certain safeguards in place.

In this case, we will provide suitable guarantees to ensure that the respective service providers protect

the data appropriately, such as entering into the EU model clauses with the recipient of such data. We

ensure similar protection by ensuring that at least one of the following safeguards is in place: 

Your personal data will be transferred to countries whose level of data protection is considered

appropriate by the European Commission according to art. 45 GDPR;

We use the standard contractual clauses approved by the EU and carry out Transfer Impact Assessment

for each personal data transfer outside the EEA and assess whether the laws and practices of the third

country o�er a level of protection substantially equivalent to that of the EEA;

An exception as set out in art. 49 GDPR;

Other safeguards as speci�ed in art. 46 GDPR.



Your personal data may be processed in the United States of America (US), United Kingdom (UK), India

and Turkey.

For personal data processing in the US, India and Turkey we enter into the data processing agreements

and rely on Standard Contractual Clauses based on the European Commission Implementing Decision of

June 4, 2021 (EU 2021/914). Furthermore, we carry out Transfer Impact Assessments to make sure that

our group companies and business partners provide adequate protection of personal data. 

For processing taking place in the United Kingdom, we rely on the European Commission adequacy

decision to transfer personal data.

Data retention

Your personal data will be stored and retained for us in accordance with the applicable laws on data

protection, and to the extent necessary for the processing purposes set out under this Privacy Policy or

resulting from such laws. We retain personal data we collect from you to provide you with our services or

to comply with applicable legal, tax or accounting requirements. For example:

for marketing communications, we will keep your personal data until the withdrawal of your consent; or

for your personal data necessary for the performance of a contract, we will keep such data for the

duration of our contractual relationship.

When it is no longer necessary to process your personal data for the purposes for which it is processed,

we will either aggregate, delete or anonymize it or, if this is not possible (for example, because your

personal data has been stored in backup archives), then we will securely store your personal data and

isolate it from any further processing until deletion is possible.

Notwithstanding the above provisions of this Privacy Policy, we may retain your personal data where

such retention is necessary for compliance with a legal obligation to which we are subject, or in order to

protect your vital interests or the vital interests of another natural person.

Automated decision processing

We use technologies involving algorithms and automated decision processing to provide our services,

based on real-time decision processes or on analytics or the categorization of various usage of our

service. However, we will not make any automated decisions about an individual which would produce

legal a�ects or similarly signi�cantly a�ects on the data subject, unless where it is (i) necessary for

entering into, or the performance of, a contract, (ii) or pursuant to individual’s prior consent, or (iii)

required by applicable law.

Your data privacy rights

You have the following data privacy rights:

Right to information

You have the right to receive information from us at any time, upon request, about the personal data we

process that concerns you within the scope of Art. 15 GDPR. To do this, you can send a request by post

or email to the addresses below.

Right to rectify inaccurate data

You have the right to request that we correct personal data relating to you without delay if it is incorrect.

To do so, please contact us at the addresses below.

Right to erasure

You have the right, under the conditions described in Art. 17 GDPR, to demand that we delete the

personal data relating to you. These conditions provide in particular for the right to erasure if the

personal data are no longer necessary for the purposes for which they were collected or otherwise

processed, as well as in cases of unlawful processing, the existence of an objection or the existence of a

duty to erase under Union law or the law of the Member State to which we are subject. You may request

deletion of your account and the associated personal data: (i) through the Account Settings page in our

App (iOS users); or (ii)  by contacting us using the contact details provided below (all users). After

deleting your account, we may retain certain personal data to the extent necessary to comply with our

legal obligations and as necessary to protect our legitimate business interests. For example, we may

retain personal data for legal, tax or accounting purposes or for the prevention of fraud.

Right to restriction of processing



You have the right to demand that we restrict processing in accordance with Art. 18 GDPR. This right

exists in particular if the accuracy of the personal data is disputed between the user and us, for the

period of time required to verify the accuracy, as well as in the event that the user requests restricted

processing instead of erasure in the case of an existing right to erasure; furthermore, in the event that

the data is no longer necessary for the purposes pursued by us, but the user requires it for the

assertion, exercise or defense of legal claims, as well as if the successful exercise of an objection is still

disputed between us and the user. To exercise your right to restrict processing, please contact us at the

addresses below. 

Right to data portability

You have the right to receive from us the personal data relating to you that you have provided to us in a

structured, commonly used, machine-readable format in accordance with Art. 20 GDPR. To exercise your

right to data portability, please contact us at the addresses below.

Right of objection

You have the right to object at any time, on grounds relating to your particular situation, to the

processing of personal data relating to you which is carried out, inter alia, on the basis of Art. 6(1)(e) or

(f) GDPR, in accordance with Art. 21 GDPR. We will stop processing your personal data unless we can

demonstrate compelling legitimate grounds for the processing which override your interests, rights and

freedoms, or if the processing serves the assertion, exercise or defense of legal claims.

Right of complaint

You also have the right to contact the competent supervisory authority in case of complaints. The

competent supervisory authority is Berliner Beauftragte für Datenschutz und Informationsfreiheit, who

can be found under here.

We respond to all requests we receive from individuals wishing to exercise their data protection rights in

accordance with applicable data protection laws.

Updates to this Privacy Policy

We may update this Privacy Policy from time to time in response to changing legal, technical or business

developments. When we update our Privacy Policy, we will take appropriate measures to inform you,

consistent with the signi�cance of the changes we make. We will obtain your consent to any material

Privacy Policy changes if and where this is required by applicable data protection laws.

You can see when this Privacy Policy was last updated by checking the “last updated” date displayed at

the top of this Privacy Policy.

How to contact us

If you have any questions or concerns about our use of your personal data, or you wish to exercise your

rights under this Privacy Policy or the applicable law on data protection, please contact us using the

following details: (i) privacy@getir.com; (ii) Getir Germany GmbH, Prenzlauer Allee 242-247, 10405 Berlin.

You can contact our Data Protection O�cer at the following e-mail address: de.dpo@getir.com

Who is the controller of the data processing of your personal data?

The responsible parties within the meaning of the GDPR and other national data protection laws of the

EU member states as well as other data protection regulations is Getir Germany GmbH.


